
Anti-Phishing & Security 
Awareness Training

 Fully managed by BUA’s
Security Operations team 
providing expertise and 
guidance

 Combine with BUA’s
suite of managed Cyber 
Security services to provide 
a comprehensive security 
approach

 Reduce risk of human error 
to avoid data breaches and 
ransomware

 Full visibility through BUA
dashboard providing insight into 
campaign scores and risk areas.
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The BUA Advantage

Take the Next Step
To learn more about how Thrive 
can help your business, please 
visit buatech.us

BUA’s vAnti-Phishing and Security Awareness Training Service Provides:

 Fully managed monthly email phishing campaigns

 Authentic simulated email phishing template library

 Comprehensive library of remedial training content

 Client dashboard for visibility into campaign details and user scores

 Custom email templates and training 
library available

 Automated user sync with Microsoft 
365

 Executive Summary reporting

Security threats and attacks come in many different 
forms. Protecting your assets and data requires 
more than technology solutions. User awareness 
of these threats and how they are executed is a 
key component of a comprehensive approach to 
security.
BUA’s Anti-Phishing and Security Awareness Training service provides ongoing security 
testing and training for your users to increase awareness of risks associated with phishing, 
spear phishing, malware, ransomware and social engineering attacks with targeted user 
campaigns and responsive training aimed at improving awareness of and avoiding security 
threats. Improving user awareness of these threats reduces risk of human error resulting in 
security breaches that can result in ransomware, data loss, and unauthorized access to your 
critical systems.

of Hacking Related Breaches Leverage Compromised Passwords80% 

of data breaches originate from a phishing email91% 


